Tissue V2 Requirements Checklist

· Maintain all existing functionality of Tissue V1
· Allow for system identification by name, mac, ip.
· Provide exemption framework by Mac/System/Cluster
· Provide exemption repository and workflow for all exemptions (e.g. scanning and TIssue issue exemptions).  This renders the CST_RA application obsolete.
· Provide methods to review and renew exemptions.  
· Provide mechanism to identify repeat offenders.
· Provide blocking by Mac/System/Cluster
· Simplify detector interface to make it practical for non Tissue developers to develop their own.
· Customization of email (message, subject, recipients).  
· Provide email templates.
· Allow changes to email without code changes.  Changes would be “work”.
· Handle non real-time data from non real-time detectors
· Replace “security by obscurity” with role based security model:
· IP, registration based detector authentication.  
· Certificate and/or LDAP based authentication for users.
· Flexible role based.
· Improve maintainability and deployability, especially to efficiently support working in an ITIL Change and Release environment:
· Built-in test suite.   
· Automated unit testing. 
· Layered, modular architecture based on UPS/UPD.  
· Well defined “release” with simple and fast rollback.
· Eliminate Zope.  Django-based framework allows for smaller and more maintainable code base.

